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Subject:Subject:Subject:Subject: Urgent Request for Parliamentary Support on National Security and Personal Safety Concerns Tied to
Corporate Fraud and Money Laundering

Date:Date:Date:Date: Sunday, October 13, 2024 at 21:06:42 China Standard Time
From:From:From:From: Vincent B. Le Corre <vincent@ecthrwatch.org>
To:To:To:To: Yuan YANG <yuan.yang.mp@parliament.uk>, Yuan YANG (personal email address)

< @gmail.com>
CC:CC:CC:CC: Vincent B. Le Corre <vincent@ecthrwatch.org>
Priority:Priority:Priority:Priority: High
Attachments:Attachments:Attachments:Attachments: 2020-02-25_2006_0800_reply_from_yuan_yang_Redacted.pdf, 2023-12-13-DOD-IG-HOTLINE.pdf,

WebForm2.pdf, 2023-12-13-DOD-IG-HOTLINE_REDACTED.pdf

Ms. Yuan YANG, Member of the Parliament
Parliamentary Office
House of Commons
London
SW1A 0AA
United Kingdom
Email: yuan.yang.mp@parliament.uk
 
Dear Ms. Yang,
 
Please note that this is an open leMer, made publicly available due to the gravity of the maMer and
the lack of response from relevant authoriOes.
 
I am wriOng to seek your urgent assistance regarding a situaOon that endangers the lives of my loved
ones in China and myself. Due to the confirmed involvement of foreign espionage connected to this
case, we could poten8ally face severe consequences, including the death penalty. Your support is
crucial in naviga8ng this perilous situa8on.
 
We were previously in contact during your tenure at The Financial Times in Beijing, where you kindly
agreed to meet with me. Unfortunately, circumstances prevented me from traveling to Beijing to
share my story in person. I have aMached a copy of your reply dated February 25, 2020, which
includes my iniOal email expressing fears of arrest at that Ome.
 
Since then, the situaOon has escalated significantly. I am now subject to what can only be described
as an unofficial gag order. For a parOal account, please refer to the aMached documents: "2023-12-
13-DOD-IG-HOTLINE.pdf" and "WebForm2.pdf". These documents are part of the complaint I filed
with the United States Department of Defense Office of the Inspector General (DoD OIG).
 
As a French ciOzen and permanent resident in China, I recognize that I am not within your
consOtuency. However, the internaOonal dimensions of this case—parOcularly involving money
laundering and potenOal naOonal security threats linked to BriOsh companies—transcend naOonal
borders and involve mulOple naOons across Europe and around the world. The involvement of the
American intelligence community adds significant urgency, impacOng not only foreign economies but
also the rule of law and the UK's economic and naOonal security.
 
Overview of the Crimes
 
Mass-Marke8ng Fraud and Money Laundering
 
Over the past decade, McDonald’s Corpora8on and its accomplices have engaged in recurring
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criminal acOviOes through mass-markeOng frauds, followed by money laundering. While it may seem
improbable that a publicly listed corporaOon would parOcipate in organized crime, evidence proves
that McDonald’s CorporaOon did exactly that.
 
Upon alerOng them, they had the opportunity to halt these ongoing frauds but chose not to. Their
decision to condone these criminal acOviOes, following my alert to their headquarters in Chicago, has
serious implicaOons. These acOons are Oed, I believe, to the 2019 firing of BriOsh CEO Steve
Easterbrook. Such fraudulent schemes, especially when they cross internaOonal borders, fall under
the United Na8ons Conven8on Against Transna8onal Organized Crime (Palermo Conven8on),
underscoring the severity of their misconduct.
 
The United Kingdom's Involvement
 
Failure to Act and Complicity
 
For years, McDonald’s France ignored my warnings, prompOng me to escalate the maMer to their
headquarters in Chicago in 2015. Then-General Counsel Gloria Santona acknowledged that they
were taking the issue seriously, yet they ulOmately failed to stop the ongoing frauds. By allowing this
to conOnue, McDonald’s CorporaOon entered a dangerous downward spiral.
 
It appears that the U.S. headquarters directed its subsidiary, McDonald’s Europe, based in London, to
handle the maMer—likely an aMempt to distance themselves from stringent U.S. laws on fraud and
money laundering. However, McDonald’s Europe which is based in London, along with one of its
senior execuOves, Malcolm Hicks, who I believe holds dual American and BriOsh ciOzenship, acOvely
parOcipated in this criminal enterprise. By refusing to stop the ongoing fraud, both the company and
the execuOve became directly complicit.
 
Despite this, I conOnued to alert McDonald’s CorporaOon in the U.S., as they remain at the apex of
this global network, orchestraOng and direcOng the acOons of their subsidiaries. I believe the U.S.
Department of Jus8ce must indict them. Their repeated failure to act indicates willful misconduct,
further corroborated by damning tesOmony in the memoirs of former McDonald’s France CEO Jean-
Pierre Pe8t, who provides crucial insights into the company's operaOons.
 
Implica8on of U.S. Intelligence
 
Espionage Ac8vi8es
 
While living in Taiyuan, Shanxi province, we encountered American ChrisOan missionaries who, as I
later understood, were working for U.S. intelligence—at least some of them. , from

 (menOoned in my DoD OIG complaint), made this clear in July 2023. While a public official
confirmaOon is unlikely, I firmly believe, beyond a reasonable doubt and based on numerous events,
that this is true. The aMached DoD OIG complaint provides more details, although it is a summary
composed under pressure and omits many addiOonal details I could provide.
 
It was only about a week ago that I realized the use of clergy by the CIA has been public knowledge
since the Church Commi]ee hearings in the U.S. Senate in the mid-1970s. This revelaOon
significantly influenced my decision to grant access to my DoD OIG complaint to selected non-
American ciOzens whom I trust to handle the informaOon responsibly and not release it publicly. Just
yesterday, I was reading the “Hearing Before the Select Commi]ee on Intelligence of the United
States Senate, One Hundred Fourth Congress, Second Session, on the CIA's Use of Journalists and
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Clergy in Intelligence Opera8ons,” dated July 17, 1996. This document confirms the CIA's use of
clergy in intelligence operaOons, aligning with my experiences.
 
It was only a couple of months ago that I realized this method of operaOon wasn’t isolated to Taiyuan
but appeared to be widespread across China, as I’ve witnessed similarly troubling events here in
Beijing.
 
The 1996 Senate hearing seems to be the last public inquiry into the CIA’s use of journalists and
clergy in intelligence operaOons. However, I can personally aMest, based on my own experience, that
contrary to former CIA Director John Deutch’s statement that such pracOces would occur under
“extremely rare, indeed highly improbable circumstances,” I have witnessed their extensive use from
2019 up unOl now in 2024.
 
Perhaps it’s because I live in China, but I’ve observed disturbing pracOces, such as individuals posing
as ChrisOan missionaries using electronic surveillance to spy on locals and even ciOzens from allied
countries like France (as I myself experienced). One even fraudulently claimed to have received
spiritual giks from the Holy Spirit to explain how he knew personal informaOon that wasn’t publicly
available. These individuals are master manipulators, and it’s deeply ironic that one of the unofficial
moMos of the CIA is, “And ye shall know the truth, and the truth shall make you free” (John 8:32).
Sadly, it seems that some members of the American intelligence community have become slaves to
sin.
 
Concerns About U.S. Prac8ces
 
Erosion of Democra8c Principles
 
It is disheartening to witness a naOon like the United States resort to unethical pracOces, seemingly
protecOng criminal enterprises like McDonald’s CorporaOon and its accomplices, who have been
operaOng in this manner for over a decade. What has happened to America?
 
As a ChrisOan, I find these methods not only quesOonable but also illegal and immoral. This must
stop. But the pressing quesOon remains: how do we stop it?
 
As then-Senator John Kerry remarked during the 1996 hearing on the CIA’s use of journalists and
clergy, “I am very uncomfortable with the public discussions, and that's all that I would say at this
point.” I feel much the same way. I’m uncomfortable even discussing this privately, knowing that my
loved ones and I, being in China, could theoreOcally face the death penalty for espionage-related
accusaOons.
 
However, it’s ironic that the CIA’s use of journalists and clergy seems to have biparOsan approval from
both Democrats and Republicans. I was personally spied upon during President Donald Trump's
presidency, and I recently came across a Wall Street Journal arOcle Otled “The Evangelicals Calling for
'Spiritual Warfare' to Elect Trump.” This makes me quesOon what significant changes have taken
place since the 1996 hearing, which included the following statement:
 
“We request the Execu8ve Branch of the U.S. Government and the Select Commi]ees on
Intelligence of the Congress to cooperate in con8nuing to prohibit such inappropriate
collabora8on. We request that, if necessary, Execu8ve Orders of the President be issued and
legisla8on be passed by the Congress to correct this intolerable situa8on.”
 
This statement was signed by the Na8onal Associa8on of Evangelicals and supported by mulOple
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organizaOons, including the Evangelical Fellowship of Mission Agencies and the Maryknoll Fathers
and Sisters, among others.
 
Nearly 30 years have passed since that hearing, and given significant events since—parOcularly the
September 11 aMacks—it seems overdue for a new public inquiry. So much has changed, including
the evoluOon of technology, which now allows for much more sophisOcated surveillance and
intelligence methods.
 
Being a vicOm of a transnaOonal criminal enterprise orchestrated from Chicago and now the vicOm of
illegal surveillance by the U.S. intelligence community, I believe it's Ome to reopen the discussion on
these methods. If we are truly to uphold the rule of law and ensure ethical intelligence pracOces, this
debate must be brought into the public sphere once again, involving mulOple naOons and considering
the new technological landscape.
 
Corporate Influence in U.S. Foreign Policy: A Historical Inves8ga8on
 
ReflecOng on this situaOon, I’m reminded of Constant Méheut and his colleagues’ arOcle, “The
Ransom: Invade Hai8, Wall Street Urged. The U.S. Obliged.” This piece effecOvely highlights
historical paMerns of U.S. intervenOon and corporate influence, raising important quesOons about the
current dynamics between the U.S. intelligence community and American corporaOons in the 21st
century.
 
Ques8ons About U.S. Legal Prac8ces
 
Selec8ve Enforcement and Corporate Influence
 
The U.S. has enacted various laws with extraterritorial reach, but this raises important quesOons:

Does the Department of Jus8ce (DOJ) enforce these laws as rigorously against American
criminal organiza8ons as it does against foreign ones?
Is there an inherent bias where the DOJ primarily targets foreign companies to ensure that
"America comes first"?

In the modern global economy, the Oes between intelligence and corporate interests can be blurry.
It's criOcal to scruOnize whether U.S. corporaOons are receiving preferenOal treatment under these
extraterritorial laws. The real issue is whether jusOce is being served imparOally or if the enforcement
of these laws is selecOvely aimed at weakening internaOonal compeOtors while protecOng domesOc
interests.
 
At Omes, I can't help but feel that the U.S. is beginning to resemble an authoritarian regime, much
like China. While the U.S. has long championed democracy, freedom, and the rule of law, there are
growing signs of control and surveillance that echo the pracOces of authoritarian states. The use of
mass surveillance, intelligence overreach, and seemingly close Oes between government and large
corporaOons are troubling developments.
 
The increasing power of the U.S. intelligence community, especially when used in ways that infringe
on personal privacy and civil liberOes, feels eerily similar to the surveillance apparatus in China. What
is more concerning is the growing influence of American corporaOons, which seem to operate above
the law, seemingly protected by the same government insOtuOons meant to regulate them. When
the Department of JusOce appears selecOve in its enforcement of laws, seemingly favoring U.S.
enOOes over foreign compeOtors, it raises serious concerns about accountability and transparency.
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These trends, combined with the erosion of free speech and the manipulaOon of informaOon, make
me quesOon whether the U.S. is losing its commitment to democraOc principles. In some ways, it
feels like the lines between democracy and authoritarianism are becoming blurred, and I worry that
the country I once looked to as a beacon of freedom is driking toward a more controlled and
repressive model of governance.
 
The Need for Ac8on Against McDonald’s Corpora8on and its Accomplices
 
A Call for Dismantling a Criminal Enterprise
 
McDonald’s operates as a criminal, mafia-like organizaOon that must be taken down and completely
dismantled. The harm they have caused to society is already far too extensive to ignore. It's not just
about fast food—it's about a corporaOon that has embedded itself deeply in global systems, using its
influence to engage in fraudulent acOviOes, evade accountability, and perpetuate harm on a massive
scale.
 
People need to de-brainwash themselves from the idealized image of McDonald’s as a simple
restaurant chain. The reality is that McDonald’s is a global criminal enOty, driven by profit at any cost,
even if it means knowingly breaking the law by engaging in mass-markeOng frauds and money
laundering. These are not the acOons of a legiOmate business; they are the acOons of a well-
organized, corrupt enterprise with liMle regard for the socieOes it profits from.
 
The Ome has come for the public to wake up and confront the truth about McDonald’s. We cannot
allow this corporaOon to conOnue operaOng unchecked, protected by its corporate façade and
markeOng campaigns. It's Ome for authoriOes and the global community to take decisive acOon,
dismantle this criminal network, and hold McDonald’s accountable for the damage they have caused.
 
Call to Ac8on
 
Parliamentary Inquiry and Inves8ga8on
 
I urge you to raise this issue in Parliament by engaging the following commiMees:

Intelligence and Security Commi]ee
Home Affairs Commi]ee
Treasury Commi]ee
Jus8ce Select Commi]ee
Joint Commi]ee on Human Rights

I request that these commiMees iniOate a thorough invesOgaOon into the allegaOons and hold public
hearings to ensure transparency and accountability. Specifically, I ask that they:
 

1. Inves8gate Money Laundering Ac8vi8es: Examine the extent of money laundering involving
BriOsh companies, execuOves, and ciOzens, and assess their impact on naOonal security.

 
2. Evaluate Interna8onal Coopera8on: IdenOfy any shortcomings or misunderstandings that may

have contributed to the lack of appropriate acOon by BriOsh authoriOes.
 

3. Ensure Transparency: Hold public hearings to facilitate open discussions, maintaining public
trust and ensuring that findings are accessible, except for those that may need to be withheld
for naOonal security reasons.
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Personal Risk and Human Rights Concerns
 
While the death penalty is theoreOcally possible in China, I believe it is less likely in our case because
such an outcome would reflect excepOonally poorly on China. However, there is a significant risk of
other serious human rights violaOons, including torture and inhuman or degrading treatment as
defined under Ar8cle 3 of the European Conven8on on Human Rights, as well as violaOons related
to the right to a fair trial and the protecOon of family rights.
 
This situaOon has caused immense emoOonal and psychological distress. Swik acOon is essenOal to
prevent further harm. I am deeply concerned for the safety and well-being of my loved ones; the
threat to their lives has created an atmosphere of fear and uncertainty for our family.
 
Importance to the United Kingdom
 
Upholding Interna8onal Commitments
 
While I understand that your primary responsibility lies with your consOtuency, this case touches on
the core of the UK's internaOonal commitments and naOonal security obligaOons. As a member of
the Council of Europe, the UK is commiMed to upholding principles of jusOce, transparency, and
internaOonal cooperaOon, especially in maMers involving cross-border criminal acOviOes like money
laundering.
 
Addressing this issue is in the UK's best interest—not only for the sake of jusOce but also to maintain
trust with internaOonal partners and safeguard naOonal security. Failure to act could have far-
reaching consequences for the UK's reputaOon and diplomaOc relaOonships.
 
Recent Developments and Transparency Efforts
 
On October 5, 2024, I copied you on an email I sent to French elected official Cédric Villani. This
marked the first Ome, to my knowledge, that non-American ciOzens were granted access to a non-
redacted version of my complaint filed with the U.S. DoD OIG in December 2023. While I had iniOally
considered sending you a redacted version, I decided that this maMer has gone on long enough, and
it is Ome for the truth to come out.
 
In November 2022, the European Court of Human Rights (ECtHR) granted me full anonymity to
protect my idenOty. However, in August 2023, I temporarily waived this anonymity aker officials at
the U.S. Embassy in Beijing refused to meet with me when I sought to clarify statements made by 

who is idenOfied as Subject #1 in the redacted version of my DoD OIG complaint that I
submiMed to the ECtHR.
 
By the end of 2023, I submiMed mulOple requests for interim measures to the ECtHR, including a
request for the Court to adopt an inquisitorial procedure rather than an adversarial one in the
proceedings against France to establish the facts.
 
Since filing these new requests, I have not received any response from the ECtHR, except for a
regreMable and ironic aMempt in April 2024, led by the Court’s own IT Department, to violate my
freedom of speech—ironically one of the very rights the Court is meant to protect—by trying to shut
down my website, ECtHRwatch.org, through a Digital Millennium Copyright Act procedure. I filed a
counter-noOce with the hosOng company, Amazon AWS, which ruled in my favor, allowing me to keep
the website acOve.

https://www.ecthrwatch.org/


7 of 7

 
As a former journalist for The Financial Times, I am sure you can appreciate the seriousness—and
irony—of the ECtHR resorOng to American laws to suppress public discourse within Europe.
 
I have begun submiqng new requests to the ECtHR to unseal the Court’s records, making them
accessible to the public and allowing journalists to review the non-redacted version of my DoD OIG
complaint which the Court doesn’t have yet. Due to the ongoing lack of response—even in cases
where a negaOve decision would require communicaOon—I have increasingly published my
communicaOons as open leMers. While I strive to redact sensiOve informaOon, the absence of formal
responses has compelled me to publicly acknowledge the naOonal security components of this case.
 
Lack of Response from Authori8es
 
I fear that I may have been made aware of U.S. intelligence acOviOes as part of an aMempt to protect
McDonald’s CorporaOon, which could itself be a form of blackmail. Depending on how the situaOon
progresses, I may have no choice but to publish all informaOon without redacOons, including this
open leMer.
 
In this iniOal communicaOon, I am addressing this leMer solely to you. I plan to forward it to various
officials, journalists, McDonald’s execuOves, and others as necessary, including execuOves of financial
insOtuOons such as Neuberger Berman CEO George Walker and Norges Bank Investment
Management CEO Nicolai Tangen. A complete list of recipients and the reasons for their inclusion
might be provided later.
 
My reasoning is straighrorward: this approach will facilitate the work of journalists who are also
copied on these messages, allowing them to invesOgate without needing to protect my idenOty. For
example, by including McDonald’s CorporaOon in the correspondence, journalists can directly contact
the company for comments on my allegaOons, making it harder for them to claim plausible
deniability.
 
The same applies to officials from various countries. Once I forward this email to a wide range of
individuals, nothing will prevent a journalist from contacOng, for example, a U.S. Senator’s office for
comment. Or even French elected official and Fields Medal Winner Cédric Villani, to whom I
reached out in 2019 to bring aMenOon to excepOonally serious crimes related to this case. These
crimes go beyond those commiMed by McDonald’s CorporaOon and its accomplices; they also involve
the altering/doctoring/falsifica8on of court/official/legal documents in the process of legal
procedures targeOng McDonald’s. Instead of offering help, Mr. Villani’s Director of CommunicaOon,
Philippe Mouricou, issued threats against me—a fact Mr. Villani could not have been unaware of.
 
Thank you for your 8me and considera8on. I look forward to your response.
 
I intend to follow up on this correspondence within two weeks if I do not receive a response.
 
Yours sincerely,
 
Vincent B. Le Corre
Beijing, China
October 13, 2024
 


